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Congress must have access to information about executive branch activities if  it 
is to carry out its constitutional responsibilities to make laws, appropriate funds, 
conduct oversight, and confirm agency officials. While few would question the 

need to safeguard national security information from improper public disclosures that 
would damage the national interest, the executive branch has repeatedly claimed the au-
thority to withhold such information from Congress as well.

Proponents of  expansive presidential power claim that classified national security infor-
mation “belongs” to the executive branch and is shared with Congress only as a matter 
of  grace. The executive branch has regularly resisted congressional requests for classi-
fied information. But such resistance has intensified since 2001 with the Bush adminis-
tration’s claim of  unprecedented presidential powers to act alone or in contravention of  
congressional enactments. 

Congress has been left in the dark on many matters. The following is a brief  outline of  
Congress’ powers to obtain information required to conduct the vigorous oversight and wise 
lawmaking necessary to assure the efficient and lawful functioning of  the government. 

Principles of Congressional Access

The Bush administration claims that Congress is not entitled to access to certain classified 
information. While the matter has not been definitively addressed by the Supreme Court, it 
is well settled that Congress has both a constitutional and statutory right to access informa-
tion within the executive branch, including classified information. 

Congress’ authority to obtain information from the executive branch stems from the 
explicit constitutional grants of  authority to Congress, such as the power to legislate, to 
appropriate all funds, and to confirm presidential appointments. All of  these explicit 
powers require information in the possession of  the executive branch and knowledge of  
executive branch activities. 

In addition, general principles of  oversight and accountability underlying the separation of  
powers also require that Congress be fully informed concerning such information. (Execu-
tive privilege protects only certain information regarding internal presidential communica-
tions and deliberations. Accordingly, only a small subcategory of  national security informa-
tion may be exempt from disclosure on the grounds of  executive privilege.)
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Nevertheless, those who take an expansive 
view of  presidential power rely upon state-
ments about the commander-in-chief  pow-
ers to argue that the president has ultimate 
control over such information. The Con-
gress has objected to this view on numer-
ous occasions, not only when demanding 
information, but in enacting statutes and 
writing its own rules. 

For example, in 1974, Congress overrode 
President Ford’s veto of  amendments to 
the Freedom of  Information Act, which 
provided that courts shall determine 
whether information is properly classified 
and thus may be withheld from the public. 
The amendments evidence Congress’ 
understanding that the constitutional ar-
rangement of  shared powers between the 
branches precludes government informa-
tion from being the sole property of  the 
executive. 

In addition, Congress codified its right to 
classified information in the Intelligence 
Oversight Act of  1980, which explicitly 
requires that the president keep congres-
sional intelligence committees fully and 
currently informed of  all intelligence 
activities, including significant anticipated 
intelligence activities (see National Security 
Act of  1947, Title V).

The Oversight Act also specifically requires 
the director of  National Intelligence to 
provide any information requested by the 
committees; in the case of  covert actions, 
the president is required to inform members 
of  the committees. (Covert actions do not 
include classic espionage; rather, they are 
secret operations designed to influence 
events overseas without the role of  the 
United States becoming known.) 

While the Act refers to the executive’s obli-
gation to inform Congress consistent with 
the protection of  sources and methods, 
this phrase refers to the necessary security 
arrangements and clearances for staff  
members to obtain classified information, 
not to the right of  members of  Congress to 
the information. 

The Oversight Act incorporates Congress’ 
understanding that it has equal right to 
classified national security information 
because the Constitution vests shared re-
sponsibilities in the Congress and the presi-
dent for making decisions about national 
security and foreign policy matters. While 
the Oversight Act requires the executive to 
keep congressional intelligence committees 
informed, the committees in turn serve as 
the repository and conduit for any mem-
ber of  Congress wishing to inform himself  
or herself  about the classified information.

Congress’ Authority  
to Declassify

The Bush administration claims that only 
those in the executive branch with proper 
authority can declassify national security 
information in order to make it public. 
This claim is a corollary of  the claim that 
classified information belongs exclusively to 
the executive. 

The rules of  the Congress, however, ex-
pressly recognize Congress’ concurrent 
constitutional authority to declassify infor-
mation. Those rules specify a procedure 
for Congress to publicly disclose classified 
information when it determines that it is in 
the public interest to do so, even over the 
objection of  the president, after giving due 
consideration to that objection.*
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*	 	Senate	Resolution	400,	section	8,	agreed	to	May	19,	1976	(94th	Congress,	2nd	Session);	Rules	of	the	109th	Congress,		
U.S.	House	of	Representatives,	Rule	X,	sec.	11.	Available	at	http://www.rules.house.gov/ruleprec/RX.htm.

http://www.rules.house.gov/ruleprec/RX.htm
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Information from  
Whistleblowers

The Bush administration has warned 
whistleblowers not to present classified 
information to members of  Congress 
or relevant committees, even in closed 
session. There is a long history of  contro-
versy about how Congress may protect its 
right to know classified information. See, 
for example, the Lloyd-LaFollette Act of  
1912, which is intended to protect the right 
of  any government employee to furnish 
executive-branch information to Congress. 

While it is clear that members are entitled 
to receive classified information from a 
whistleblower, it is not clear they can do 
so in a manner that protects the whistle-
blower from retaliation. 

Whistleblowers may not be adequately 
protected, as they are often required to 
notify their agency before informing Con-
gress, even through secure channels. And 
there are no adequate statutory remedies 
for such whistleblowers if  they are then 
retaliated against. When the executive 
branch uses such means to keep informa-
tion from Congress, it impedes Congress’ 
ability to carry out its oversight responsi-
bilities, especially in investigating improper 
or illegal activities.

Access to Non-Classified 
‘Sensitive’ Information  
and Improperly Classified 
Information

In recent years, federal agencies have 
adopted various labels and markings to 
limit access to unclassified information, in-
cluding “sensitive but unclassified” (SBU); 

“sensitive security information” (SSI); and 
“sensitive homeland security information.”

These and other agency control markings 
have caused considerable confusion, and it 
is sometimes incorrectly claimed that they 
carry the same weight as classified informa-
tion labels. This misconception can result 
in access to such unclassified information 
being limited to congressional staff  with 
security clearances, making it more difficult 
for many members of  Congress to learn 
about and use the information.

In fact, such markings do not affect Con-
gress’ right to access such information. 
Only properly classified information is re-
stricted to staff  members with the requisite 
security clearance.

Information may be classified when it 
meets the requirements set forth in E.O. 
12958, which generally provides that infor-
mation may be classified if  its disclosure is 
reasonably likely to cause damage to the 
national security. But federal agencies have 
frequently classified large quantities of  
information that should not be classified. 

When it appears that information has 
been improperly classified, Congress may 
request the executive to declassify it and, as 
outlined above, may do so itself  if  neces-
sary. The other information safeguarding 
labels currently in use by federal agencies 
are not part of  the classification system and 
are thus not a legitimate basis for restricting 
access to staff  with security clearances. 

Access for Congressional  
Committees

The Bush administration claims that only 
certain committees are entitled to classi-
fied information. In order to protect the 
security of  such information, Congress 
has set up physical security procedures 
and required clearances for staff  to re-
ceive such information. 
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In addition, Congress has organized itself  
into committees with separate responsibili-
ties, including the responsibility to receive 
and protect classified information con-
cerning certain subjects. These arrange-
ments are the prerogative of  Congress. 
All members by virtue of  their legislative 
responsibilities are entitled to classified 
information; the executive may not dictate 
how Congress chooses to arrange for the 
secure sharing of  such information. 

Congress and the  
News Media

Members of  the press have been threat-
ened with felony charges when they made 
public classified information that had been 
withheld from Congress. Such reporting is 
essential, however, to effective congressio-
nal oversight and public debate. Congress 
learned about the secret CIA prisons and 
the warrantless NSA surveillance programs 
from public press accounts. Such accounts 
generated intense congressional interest in 

matters that were previously unknown to 
most members of  Congress. At the same 
time, administration supporters called for 
criminal prosecution of  the reporters. 

The executive branch has long taken the 
position that espionage laws criminalized 
the publication of  classified information, 
but has brought few such prosecutions. In 
fact, such prosecutions are legally dubious 
and raise serious First Amendment con-
cerns. Moreover, such broad interpretation 
of  the espionage laws is belied by Con-
gress’ enactment of  the narrow Protection 
of  the Identities of  Intelligence Officers 
Act, which would have been unnecessary if  
the espionage laws already covered public 
disclosure of  classified information. 

While many leaks of  classified information 
are rightly deplored, the proper remedy is 
for government employees who disclose 
such information to be stripped of  their 
security clearances, not the criminal pros-
ecution of  those who publish it.
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